Atitit UEHP手机信息安全法

目录

[1. Atitit 手机信息安全条例 1](#_Toc13934)

[2. 2](#_Toc31608)

[3. 定期更换手机通讯设备的识别码 2](#_Toc32538)

[4. 手机品牌与rom尽可能用英文版 2](#_Toc11039)

[4.1. 清理密码和指纹 2](#_Toc13506)

[4.2. Sim尽可能使用英文的 2](#_Toc6001)

[4.3. 使用英文sim注册，将海内原空间内容del清理。。。 2](#_Toc13962)

[5. 云存储内容审查 特别是海内手机好bind的云存储 3](#_Toc29183)

[5.1. clould绑定海外手机号 3](#_Toc27348)

[5.2. 不使用国内app 3](#_Toc24168)

[5.3. 微信设置三天自动去除 4](#_Toc2657)

[6. 定位信息安全 4](#_Toc20358)

[6.1. 记得关闭gps 4](#_Toc19802)

[6.2. 拒绝微信的定位权限 4](#_Toc13000)

[6.3. 微信设置三天自动去除，不要发朋友圈 4](#_Toc20910)

[6.4. 图像换卡通的，或者侧面找不要正面照片 4](#_Toc922)

[6.5. 昵称不要使用证件名字 4](#_Toc3441)

[6.6. 地狱选择阿富汗 4](#_Toc28359)

[7. 转移手机时候清理 4](#_Toc29983)

[7.1. Restore出厂模式 4](#_Toc11837)

[7.2. 敏感数据清理 4](#_Toc31973)

[7.3. 数据集清理 4](#_Toc18329)

[7.4. 不要忘记指纹与密码 5](#_Toc5481)

[7.5. Acc清理 5](#_Toc27745)

[7.6. Restore操作比较好 5](#_Toc1964)

[7.7. 短信 通讯录 通话记录清理 5](#_Toc28899)

[7.8. 每个app过一遍查看敏感数据泄露 5](#_Toc28906)

[8. Other 5](#_Toc14078)

[8.1. Sim tf卡 5](#_Toc26291)

[8.2. 5](#_Toc5234)

[8.3. 云空间检测 5](#_Toc19597)

# Atitit 手机信息安全条例

有限sunsamng等海外手机

其次trueme 等中国产 但是主要海外市场手机

其次hwavei oppo vivo等海内外同时都有的手机 外步国际版 orm手机

国产+内地orm不科学

# 

# 定期更换手机通讯设备的识别码

国入侵了伊拉克和伊朗之间运输商的基站，获取了苏莱曼尼等人通讯设备的识别码，确定了苏莱曼尼的定位，苏莱曼尼就算突然发现来袭的无人机，只要不扔掉通讯设备，苏莱曼尼还是逃不出美国的手掌心。

# 手机品牌与rom尽可能用英文版

## 清理密码和指纹

性价比因素可以使用华为i等+海外sim，但不存储重要资料，按时清理重要资料

不要使用指纹解锁，因为你的伴侣可以乘你熟睡之际使用你的指纹。或强制指纹

在手机上加装安全软件，例如一些防毒软件可以侦测到间谍软件，并会自动清除它

## Sim尽可能使用英文的

## 使用英文sim注册，将海内原空间内容del清理。。。

使用新手机号注册账号

# 云存储内容审查 特别是海内手机好bind的云存储

## clould绑定海外手机号

## 不使用国内app

目前只保留微信和alipay

## 微信设置三天自动去除

# 定位信息安全

## 记得关闭gps

## 拒绝微信的定位权限

## 微信设置三天自动去除，不要发朋友圈

## 图像换卡通的，或者侧面找不要正面照片

## 昵称不要使用证件名字

## 地狱选择阿富汗

# 转移手机时候清理

## Restore出厂模式

## 敏感数据清理

图片相册

## 数据集清理

Txt记录本 录音 日程类 壁纸更换 图片相册 视频

## 不要忘记指纹与密码

## Acc清理

## Restore操作比较好

Email类

Google账号 其他账号类

云中心 acc 退出

支付app 账号退出

Setting》》accs

## 短信 通讯录 通话记录清理

## 每个app过一遍查看敏感数据泄露

敏感app卸载

File工具检查敏感文件，del

各种history删除

# Other

## Sim tf卡

## 

## 云空间检测

Atitit 华为手机安全性分析
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